
 

 

DATA MANAGEMENT INFORMATION 

Website 
Functional cookies  

 
Effective: from 11 March 2024 

 
In accordance with the provisions of Act CXII of 2011 on Informational Self-Determination and Freedom of 
Information (Information Act) and Regulation (EU) 2016/679 of the European Parliament and of the Council 
on the protection of natural persons with regard to the processing of personal data and on the free movement 
of such data, and repealing Regulation (EC) No 95/46/EC (GDPR - General Data Protection Regulation), 
we hereby inform you about the processing of the personal data you have provided: 

 
 
1. The data controller  
 

Name of the data controller  Alfega Kft. - Hungarikum Bisztró 

Address of the data controller  1051 Budapest, Nádor u. 26. Fsz. 3-5. 

Contact details of the data controller 

e-mail info@hungarikumbisztro.hu 

phone +36-20/352-3437 

website www.hungarikumbisztro.hu 

 
2. The processed data  

 
Scope of data processed, purpose and legal basis for processing: 

 

Personal data Purpose of data 
processing 

Legal basis for 
processing 

Duration of data processing (storage) 

Cookie identifier  
IP address 
 
 

Ensure the basic 
functioning of the 
website 

Legitimate interest - 
Article 6(1)(f) GDPR 

Temporary cookies - remain on the user's 
device for the duration of the browsing 
activity, after which they are deleted. 
Persistent cookies - remain on the user's 
device until they are manually deleted (the 
exact expiry date of each cookie can be 
found in the browsing data). 

 
Does the data processing involve profiling? 

Answer Short, clear description of profiling 

No --- 

 
Does the processing involve automated decision-making? 

Answer Short, clear description of automatism 

No --- 

 
If yes, the Data Subject has the right to request manual, human intervention. 

 
The source of the personal data processed: 

Data Subject  

 
The data will be transmitted: 

Category Company name, registered office, activity: 

Processors 
(persons performing 
technical tasks 
related to data 
processing 
operations) 

Automattic Inc. - WordPress 60 29th St # 343 
San Francisco, CA 94110 Web content management system 

Addressees  

 



 

 

 
Data is transferred to a third country (outside the EU): 

 

Name of the data processor, place of transfer, guarantees of transfer, reason for transfer 

Automattic Inc. - WordPress,USA ,Privacy Policy, DPF,https://www.dataprivacyframework.gov/list 
https://automattic.com/privacy/,USA head office 

 
Joint data management takes place: 

Answer Name, registered office of the joint controller: 

No Irrelevant 

 
Access to data and data security measures: 

Restriction of access Only authorised staff and managers have access to the related data. 

Data security measure The related data is stored separately. In the case of computer data transmission, 
the devices used have firewall, virus protection and password protection. In 
addition, access to the software and applications used is password protected. 

 
Rights of the Data Subject: 
 

The rights of data subjects under the legal basis and an explanation of these rights 

Right to be informed - The Data Subject has the right to be informed about the way in which personal data are 
processed before the processing starts 
Right to rectification - The Data Subject has the right to request the rectification of his or her personal data if the 
personal data held by the Controller are inaccurate and he or she can prove this 
Right of access - The Data Subject has the right to obtain from the Controller the personal data stored about him or 
her 
Right to object - Where the legal basis is based on legitimate interest or public authority, the data subject may object 
to the processing of his or her personal data, but the objection does not imply the immediate erasure of his or her 
data 
Right to restriction - If the Data Subject does not consider that the controller is entitled to process his or her personal 
data, he or she may request the suspension of the processing during the investigation 
Right to data portability - The Data Subject has the right to request the personal data stored about him or her in 
digital, tabular form 

 
 
3. Used cookies: 
 

Name of the cookie Type of the 
cookie 

Source of 
the cookie 

Expiry The purpose and function of the cookie: 

pll_language Functional 
hungarikumbi
sztro.hu 

1 year To store language settings 

 
 
What is a cookie? 

 

Cookies are small files containing letters and numbers, punctuation and other technical characters that are stored on your 

device (computer, mobile phone, tablet, smart TV, etc.) when you visit certain websites. They are IT data that are sent by 

the web server to the user's browser, stored on the user's device and returned by the browser to the server each time a 

request is sent to it. They do not contain executable files, viruses or spyware and do not access the user's hard disk. 

 

Cookies usually contain the domain name to which they apply, the storage period and the value stored. Among other 

things, they allow the user's device and browser to be recognised, so that they can be used to display content tailored to 

the visitor's needs and to facilitate basic browsing functions, such as providing coherent sessions. In addition to user 

anonymity, they also support the generation of visitor statistics. 

 

We do not store any personally identifiable information in cookies, but we do use encrypted information from cookies 

to enhance the user experience. For example, it helps us to identify and resolve bugs or to identify interesting related 

products that we would like to draw your attention to when you browse our website. 



 

 

Cookies that are strictly necessary for the functioning of the website and cookies that support anonymous visitor statistics 

are loaded during the first visit. This is beyond the user's control. 

 

Cookies used to enhance the user experience and for marketing purposes will only be loaded after consent has been given 

in the cookie notification "box". This consent can be withdrawn at any time by using the link in the browser or website 

footer, or by deleting the "cookieconsent_status". 

 

However, if you subsequently contact us via a form - with your explicit consent - on one of our websites where we use 

cookies, we may be able to learn about your website visits after you have prevented the form from being filled out by using 

these cookies. This is done in order to enhance user experience. 

 

If you have accepted the cookie notice on our websites, the notice will not reappear until you clear the 

"cookieconsent_status" cookie by using the browser or the link in the footer of the website. 

 

If you decide to restrict, block or delete cookies used by a website, you can do so using your browser. As each browser 
is different, you should refer to the Help/Support section of the program you are using (or the user manual of your mobile 
phone) to change the settings for cookies. 
 
4. Exercising Data Subject rights 
 
If the data subject has made a request to the controller in relation to the exercise of his or her rights as described in point 
3, the controller shall respond without undue delay, but no later than one month from the receipt of the request, and inform 
the data subject of the action taken on the request. If necessary, this period may be extended by a further two months. 
 
If the controller does not act on the data subject's request, the controller shall inform the data subject without delay and 
at the latest within one month of receipt of the request of the reasons for the failure to act and of the possibility for the 
data subject to lodge a complaint with a supervisory authority and to exercise his or her right of judicial remedy. 

 
5. How to lodge a complaint 
 
The data subject has the right to lodge a complaint with the data protection authority: 
 

Name The Hungarian National Authority for Data Protection and Freedom of Information (NAIH) 

Headquarters 1055 Budapest, Falk Miksa street 9-11. 

Postal address 1363 Budapest, Pf.9. 

Email ugyfelszolgalat@naih.hu 

Phone +36 (1) 391-1400 

Fax +36 (1) 391-1410 

Website http://naih.hu 

 
 
6. Judicial remedies 
 
The provisions on judicial remedies are contained in Act CXII of 2011 on the Right to Informational Self-Determination and 
Freedom of Information. 
 
The data subject may take legal action against the controller to protect his or her data if he or she considers that the 
controller has breached the rules on the processing of personal data. The lawsuit may be brought, at the choice of the data 
subject, before the competent court in the place where he or she resides or is domiciled. A person who does not otherwise 
have legal capacity may also be a party to the action. The data protection authority (DPA) may intervene in the lawsuit to 
protect the interests of the data subject. 
 
Any person who has suffered pecuniary or non-pecuniary damage as a result of a breach of the General Data Protection 
Regulation shall be entitled to receive compensation from the controller or processor for the damage suffered. The 
controller or processor shall be exempt from liability if they prove that they are not in any way responsible for the event 
giving rise to the damage. 


